KSI SmARTPLUG SAM

The KSI SmartPlug SAM is one of the most compact
storage capacity products available. Assets may

be returned to any open position within your SmartPlug
SAM system, which is powered by GFMS.

Users can be assigned one or more asset positions.
Once user identification is accepted, the SAM door
opens and the appropriate position(s) will be illuminated.
Simply pull the SmartPlug straight out to remove.
After use, the SmartPlug can then be returned to any
open position.

*Shown with a Tamper-Proof Key Ring® & Color Coded Control (Color Coded Control sold separately).

*Steel doors removed for image clarity.




Global Facilities Management System

As with all Security Asset Managers, the KSI
SmartPlug SAM is powered by GFMS or
your own asset management system. Each
SmartPlug is tracked by a unique electronic serial
number. GFMS software provides many functions
including live monitoring of SAM status and user
activity, reports, alarm alerts, and much more.

This SAM can be used in combination with all
devices networked through GFMS. It is also
compatible with many identification devices.

Tamper-Evident Key Tags

Each KSI SmartPlug comes with a Tamper-Evident Key Tag
for attaching keys and assets.
Tamper-Proof Key Rings® are
also available upon request.
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*Shown with a red Tamper-Evident Key Tag.
Other colors may be available upon request.

The KSI SmartPlug SAM can be used in any business or industry
and makes a handsome solution for large amounts of keys in a small
amount of space.

Apartments

Car Pools

Property Management
Janitors/Cleaning Services
Car Dealerships

Global Facilities Management System

SAMs are equipped with
And many more... emergency mechanical

GFMS™ combines sophisticated and
adaptable, web enabled, PC-based
software with no client installs. Dynamic
integration and custom application are
cornerstones of our philosophy towards
system management.

door and panel access.

Key Systems, Inc. will help you formulate
an asset management strategy specific to
your facility’s requirements, regardless of
size, scope and pre-existing technology.

Numbered positions with
corresponding numbered tags may be added
to accommodate your auditing needs.

System Requirements

Maximum Capacity . * Microsoft® XP Pro / Server 2000 / Server

40  Smart Plugs 18" 18" 6" 20 Ibs. 2003 / Server2008 / Vista / Vista Business
72 Smart Plugs 18" 21% 6 45 Ibs. [ Vista Ultimate / Windows7

144 Smart Plugs 28% 2% @ 65 Ibs.

208 Smart Plugs 28%" 36" 6" 120 Ibs. + 2 GB hard disk space for initial install

*Database consumption will increase with time and system size
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Heavy Duty Latched SmartPlug

KSI SmartPlug SAM

The KSI SmartPlug Security Asset Manager (SAM) is now
available in both our standard SmartPlug and our new heavy
duty latched SmartPlug. The KSI SmartPlug SAM allows for
assets attached to our SmartPlugs to be assigned to one or
more users and may be plugged into any open position in the
SAM. Each SmartPlug includes a unique electronic serial
number associated with the asset. This enables the SAM

to know when assets have been removed or returned and
which authorized user was responsible for the action. The
SmartPlug SAM illuminates the appropriate asset positions
for each authorized user after they gain entry through the
SAM'’s electronically locked door. User authentication can be
implemented via entry of a PIN; or with optional proximity card,
magnetic card, or biometric input.

The new
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Heavy Duty Latched SmartPlugs
are constructed from sturdy stainless
steel, and coupled with our patented
Tamper-Proof Key Rings ®, they are engineered
and built to stand up to rough handling and use.

Latched Smart Plugs / Keys

18
18”
28%
28"

18
21
2%
36"

20 Ibs.
45 Ibs.
65 Ibs.
120 Ibs.

16 Available Positions

32 Available Positions

64 Available Positions

96 Available Positions

Heavy Duty Latched SmartPlug SAM

Heavy Duty Latched SmartPlug adds the

ability to entrap and selectively release individual
SmartPlugs. With this patent pending technology, you

the flexibility enabled by our SmartPlug

architecture. You can physically limit which assets
authorized user can remove with intelligent,
easy-to-configure, latching and release rules
powered by our Global Facilities
Management Software (GFMS).

Global Facilities Management System

GFMS™ combines sophisticated and
adaptable, web enabled, PC-based
software with no client installs. System
integration and custom application are
cornerstones of our philosophy towards
system management.

Our flexible solutions allow control and
monitoring of your Key Systems, Inc.
Security Asset Managers and GFMS
software from anywhere in the world. Use a
browser on any pc, laptop, smartphone, or
tablet without regard to operating system.

Key Systems, Inc. will help you formulate
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an asset management strategy specific to
your facility's requirements, regardless of
size, scope, and pre-existing technology.
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